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Abstract—In this work, we address a novel replication
scheme for Internet-of-Things low-power wide area net-
works, considering the ability of a gateway to recover,
through successive interference cancellation (SIC), super-
posed signals in the power domain. We show that the
introduced mathematical framework matches the Monte
Carlo simulations. The proposed scheme outperforms typ-
ical transmission schemes, at least from 1 to 2 orders of
magnitude, in terms of outage probability. We also show
that the scheme fits well with previous replication schemes,
outperforming their versions without nonorthogonal repli-
cations. Moreover, we show that the proposed scheme can
be robust to cases with high SIC imperfection, presenting
slight performance losses even in very harsh scenarios, as
long as the constraints are met. Finally, we conclude that
the proposed scheme can be more energy efficient than
previous replication schemes and achieve better reliability
in traffic-loaded networks.

Index Terms—ALOHA, low-power wide area networks
(LPWAN), message replication, nonorthogonality, reliabil-
ity, successive interference cancellation.

I. INTRODUCTION

THE importance of machine-type communications (MTC)
keeps exponentially growing, driven by the interest in

the Internet-of-Things (IoT) [1]. One important example is the
development of the 5 G use cases, where two-thirds of them were
built specifically to cover MTC cases. Ultrareliable low-latency
communications focus on critical MTC applications, where the
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goal is to deliver information within very restrictive latency
and reliability requirements. Moreover, massive MTC (mMTC)
addresses cases where it should serve an enormous amount of
devices with not so strict delay and reliability requirements [2].

Even though the 5 G standardization efforts, the development
of mMTC does not cover all the industry needs [3]. This creates
space for the rising of other technologies, leading to integrated
heterogeneous scenarios [4]. Thus, low-power wide area net-
works (LPWAN) stand as an alternative to the communication
layer for IoT applications [5], where they present high energy ef-
ficiency, long range, low cost, and great uplink performance [6].
So far, the two most prominent LPWAN technologies are Sigfox1

and LoRa wide area network (LoRaWAN). Each of them has its
own specificity, such as business plan, setup, and communication
parameters. However, both networks present similar behaviors,
as seamless connection to base stations, large link budgets, very
low transmission rate, and energy consumption [7]. Sigfox and
LoRaWAN present none to very limited signalling to save energy
and hardware complexity. However, this brings limitations in
terms of scalability, as an increased number of devices cause
a higher amount of collisions due to the lack of transmission
coordination.

This article focuses on investigating the use of nonorthogonal
replications on LPWAN technologies. We aim to boost the
reliability of those technologies without increasing the amount
of traffic and energy consumption as traditional replication
schemes, and then increasing their energy efficiency. We ana-
lyze and compare the success probability, energy consumption,
and spectral efficiency of the proposed nonorthogonal replica-
tion scheme against regular transmission and other replication
schemes. The results are based on a system model first intro-
duced in [8] and [9]. Finally, Monte Carlo simulations validate
our theoretical results.

A. Related Work

There are several recent works presenting techniques to in-
crease the performance of LPWAN technologies. Some works
focused on coding and replication techniques [10], [11], [12],
[13], [14], while there are works handling specific parameter se-
lection [15], [16], [17], and use cases in industrial scenarios [18],
[19], [20], [21], although some of their results can be extended to

1In 2022, Sigfox was acquired by Unabiz.
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any generic use case. Finally, the research activity on decoding
multiple colliding signals for LPWAN [22], [23], [24], [25], [26]
has increased.

Georgiou and Raza [8] presented a stochastic approach for
LoRaWAN, and highlighted the limitations of the network with
an increased number of users, which is also shown in [9],
considering imperfect orthogonality. Several works addressed
the scalability of such networks and proposed techniques to
increase the reliability. For example, the authors in [10] and [11]
investigated the impact of message replication in SigFox and
LoRaWAN-like networks, respectively. Both of them state that
there is an optimal number of replications, where, after this
point, the collisions grow faster than the reliability gain. Con-
sidering application level codification, [12] and [13] proposed
and evaluated two packet coding schemes for LPWAN. Both
works conclude that coding the messages across packets results
in better reliability. Sant’Ana et al. [14] generalized the coding
scheme from [13], adding two new input parameters. Such a new
set of parameters allows the network administrator to fine-tune
the coding scheme for each scenario.

A few works have considered a fixed distance-based
scheme [8], [9], [11]. However, this proved inefficient, and then
works considering the amount of interference [15] or dynamic
scheduling [16] have been proposed. Finally, Saluja et al. [17]
proposed a novel distance-based method with a tunable pa-
rameter that adapts to the network traffic. They evaluate the
proposed scheme with a stochastic geometry model, and their
results outperform the most discussed distance-based schemes
in the literature. Also, their algorithm is suitable to LoRaWAN
in terms of low computational requirements.

The research of LPWAN in industrial scenarios increased in
recent years, especially regarding LoRaWAN. Ballerini et al.
[18] presented an experimental analysis of LoRaWAN and NB-
IoT (narrow-band IoT, the current 4G/5G LPWAN technology),
comparing them on industrial scenarios. The application covers
crack measurements in civil structures while they compare the
technologies in terms of energy efficiency and coverage. The
work shows LoRaWAN as more energy efficient in most sce-
narios. However, they also show that the energy consumption
is almost independent of the payload size. Thus, if the device
can aggregate multiple packets into a single transmission (la-
tency tolerant applications), NB-IoT has an advantage. This
happens because NB-IoT supports larger payload sizes than
LoRaWAN, and then can aggregate more and larger packets.
Another industrial potential for LPWANs is energy metering,
as shown in [19]. The authors present the impact of sampling
strategies that can reduce traffic in LoRaWAN. The possible
high traffic is arguably a limiting factor for LoRaWAN, es-
pecially for more sensitive industrial applications. Thus, Bel-
tramelli et al. [20] proposed a framework to analyze different
access protocols for LoRaWAN, comparing pure-ALOHA with
slotted-ALOHA and carrier sense multiple access with collision
avoidance (CSMA/CA). The idea is to diminish the interfer-
ence sensed by devices in dense networks. Their results show
that slotted-ALOHA outperforms pure-ALOHA at the cost of
energy efficiency and that CSMA outperforms both ALOHA
schemes with lower spreading factors (SF) setups but converges
to pure-ALOHA with higher SF. This happens because their

setup puts higher SF in the outermost part of the network since
it uses lower data rates to achieve longer distances. Thus, these
devices are more susceptible to the hidden terminal problem.
We can see a solution to avoid this problem in [21], where
the authors proposed a LoRaWAN range extender through a
relay node, suitable for industrial scenarios. The authors perform
an experimental campaign to verify the feasibility of the range
extender, which indicates promising results and can be extended
to different functionalities, as it is transparent and backward
compatible with standard LoRaWAN.

Another focus for LPWAN, especially LoRaWAN, is on
decoding simultaneous or collided packets. Ben Temim et al.
[22] presented an overview of several works that deal with
LoRaWAN multiple signal decoding. They state some works did
not consider real-world scenario challenges, such as frequency
and time synchronization, and interference from signals within
the same LoRaWAN SF. Thus, they propose an algorithm that
deals with such issues and that can apply SIC to decode multiple
superposed signals. On a different approach, Sant’Ana et al. [23]
investigated the performance impact of superposed signal decod-
ing on LoRaWAN-like networks. They address cases where only
two packets are being transmitted simultaneously, which is the
most common collision scenario. Their results show an increase
of over two times in the number of served users while keeping
the same success probability. Finally, Minhaj et al. [24] extended
the previous work investigating the performance of SIC-enabled
devices under imperfect orthogonality of LoRa SFs. By using
a few well-known SF allocation schemes, the work concludes
that the use of SIC-enabled devices is more beneficial on devices
closer to the gateway. On a similar research line, Garlisi et
al. [25] proposed a new generation of LoRa receivers, able to
perform SIC decoding and time synchronization. They evaluate
their proposal by implementing the receiver and investigating its
performance in the presence of collisions. They conclude that
their proposed scheme generates an increase of 50% based on
traditional receivers. Multiple simultaneous transmissions are
exploited in [26], but the authors considered specific charac-
teristics of LoRaWAN to transmit multiple packets at the same
time with different SF. They apply it to a specific channel, where
devices may transmit with a higher power.

B. Contributions

In this article, we built upon the LoRa stochastic geometry
model from [14], considering that the gateway can decode
superposed signals. Different from [26], we are retransmitting
previous packets, power multiplexed with the newest one, all
of them on the same channel with the same code (if there is
any). Also, different from traditional replication schemes in [10],
[11], [12], [13], [14], we do not increase the network traffic
nor require more transmit power. Instead, the device distributes
the transmission power, while keeping a fixed power difference
between the replicas. For this, we consider devices can transmit
multiple LoRa signals at the same time. In general, our proposal
introduces a novel mechanism to increase the reliability of
MTC communications based on nonorthogonal multiple access
(NOMA) and SIC. Thus, our contributions are summarized as
follows.
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TABLE I
LIST OF VARIABLES

1) A method where each device replicates previous mes-
sages by transmitting them superposed with its current
transmission by distributing the transmit power level.

2) A generic closed-form approximation that describes
the power multiplexed replication scheme, validated by
Monte Carlo simulations.

3) An evaluation that considers configuration parameters,
such as power allocation, as well as technology param-
eters, such as residual interference due to imperfect SIC
decoding and possible capture ratios.

4) A detailed analysis in terms of success probability and
energy efficiency, which shows the prevalence of the
proposed method over other replication schemes.

C. Organization

The rest of this article is organized as follows. In Section II we
present the network system model. In Section III we discuss the
motivation for this work, a specific case and then the general
formulation for the proposed scheme, some implementation
aspects, and an energy consumption model to evaluate the
proposed scheme. Section IV presents numerical results and an
analysis of the proposed scheme. Finally, Section V concludes
this article. Table I presents a list of the main symbols used in
this work.

II. SYSTEM MODEL

Following [9], we consider a circular coverage regionV ⊆ R
2

with radius R meters and area V = πR2, with N̄ devices on

Fig. 1. System model with an example deployment of N = 1000 de-
vices, where two of them are active at the given time.

average, uniformly deployed, with the gateway at the origin. We
assume that the reference2 node is d1 meters from the gateway.
We model activity in each ring by a homogeneous poisson point
process (PPP) Φ with intensity3 α = 2pN̄ , α > 0, where p is
the duty cycle of the nodes.4 The average number of devices
is N̄ = ρV , where ρ is the network device density. All devices
transmit in the uplink at random using ALOHA, with the same
bandwidthB and the same fixed transmit powerPt. An example
of a network is shown in Fig. 1, where we have the circular
coverage regionV . In this network snapshot, we haveN = 1000
devices on it, where two of them are active (transmitting). Note
the gateway at the center of the network.

We model path loss as gk = ( λ
4π )

2d−η
k , where dk is the

distance from the kth node to the gateway, λ = c/fc is the
wavelength, c is the speed of light, fc is the carrier frequency, and
η is the path loss exponent. The model also assumes Rayleigh
fading hk, thus, fading power is exponentially distributed, i.e.,
|hk|2 ∼ exp(1).

If the reference LORA node transmits the signal s1, the re-
ceived signal at the gateway, r1, is the sum of the attenuated
transmitted signal, interference, and noise

r1=
√

Ptg1h1s1 +
∑
k∈φ

√
Ptgkhksk + w (1)

where, φ = Φ \ {1} contains the active nodes in the PPP but
the reference node, w is additive white Gaussian noise (AWGN)
with zero mean and variance σ2

w.
A node is in coverage if it is connected to the gateway

(probability H1) and there is no collision (probability Q1),
which considers the signal-to-interference-plus-noise ratio [27].
A collision occurs when simultaneous transmissions use the
same SF, and the signal-to-interference ratio (SIR) is below the
threshold γ. The coverage probability is [8], [9]

C1 ≈ H1Q1. (2)

2We use subscript “1” to denote the reference device under analysis.
3Note that the PPP intensity α in our model translates into a measurement of

the traffic generated by the network.
4Which is assumed to be twice that of the application in order to consider the

use of unslotted-ALOHA.
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Using an approximation instead of equality in (2) comes from
the fact that (2) assumes independence between the probabilities,
which it is a tight approximation [14], considerably simplifying
the mathematical formulation.

A. Connection Probability

The connection probability H1 depends on the distance be-
tween a node and the gateway. A node is connected if the
signal-to-noise ratio (SNR) at the gateway is above a threshold.
The connection probability is H1 = P[SNR ≥ q | d1], where q
is the SNR reception threshold. Therefore, as the instantaneous
SNR = Pt|h1|2g1

σ2
w

, and assuming Rayleigh fading, H1 is

H1 = P

[
|h1|2 ≥ σ2

wq

Ptg1

∣∣∣∣ d1

]
= exp

(
− σ2

wq

Ptg1

)
. (3)

B. Capture Probability

As in [9], we model the SIR as

SIR =
Pt|h1|2g1∑

k∈φ Pt|hk|2gk =
|h1|2d−η

1∑
k∈φ |hk|2d−η

k

. (4)

The probability of successful reception in the presence of inter-
ference, considering the capture effect, is

Q1 = P [SIR ≥ γ | d1] (5)

where, γ is the capture threshold. As detailed in [9], [11], we
can reduce Q1 applied to our model as

Q1 = exp

[
−α2F1

(
1,

2
η
; 1 +

2
η
;
R−η

γdη1

)]
(6)

where, 2F1(·) is the Gauss hypergeometric function [28]. See
the proof in Appendix A for X = Z and Y = 0. The definitions
of these parameters are found in the appendix.

III. NONORTHOGONAL REPLICATION SCHEME

A. Motivation

Packet independent replication, as presented in [13], is the
most efficient replication scheme compared to embedded ap-
proaches, where in the latter redundant information is attached
to the same packet containing original information. Replicas in
the independent scheme perceive different channel realizations,
generating diversity gain, whereas, in the embedded model, we
always have a replica with the same channel realization of the
original transmissions. In exchange for that, independent repli-
cation generates extra traffic because of overhead coming from
multiple transmissions. On the other hand, embedded schemes
yield longer transmissions if we consider a fixed transmission
rate. Moreover, we can see that, due to the high link budget and
a large number of users, collisions are often the most limiting
factor for LPWANs reliability, especially with independent repli-
cations [11]. Thus, also motivated by recent works on detection
and decoding of multiple signals in LPWANs [22], [25], we
propose a nonorthogonal power multiplexed replication scheme
that exploits the large available link budget, splitting the transmit
power into multiple transmissions from a given node at the same

Fig. 2. Representation of the power allocation throughout packets
on nonorthogonal replication with Mno = 3, Pt = 14 dBm ≈ 25.1 mW,
G = 3 dB, and ξ = 0.

time slot. Finally, the approach does not increase the network
traffic, so that it can be combined with other independent repli-
cation schemes.

Inspired by the coding methods in [13], consider that a device
awants to transmit the kth information packet. Then, to increase
the reliability of this transmission, a replicates this message
Mno times (suffix no from nonorthogonal). However, instead
of attaching the redundant information on the next transmission
(RT-E) or transmitting it as a new packet (RT-I), the redundant
message is power-multiplexed with the next Mno − 1 transmis-
sions. Thus, we have that each transmission from device a is a
multiplexing of Mno messages.

Prior to transmission, a must allocate different power levels
for each multiplexed message. For simplicity, we assume a fixed
power ratio G between messages, where G > γ, recalling that
γ is the capture threshold. Then, applying an SIC decoding
method, the receiver tries to decode the received messages inside
a packet, from the stronger to the weaker. One disadvantage of
this replication scheme is an increased delay compared to RT, as
the receiver would need to await a new transmission to recover a
lost message. This disadvantage is also present in the coded
and hybrid schemes, where the receiver needs future coded
messages to recover past lost packets. This is most detrimental in
applications with long periods between transmissions. However,
when consecutive transmissions are separated by a few minutes,
this will only affect very high freshness demanding applications.

An example of three consecutive transmissions from the same
device using the nonorthogonal scheme is presented in Fig. 2.
Here, each color represents the same packet, which is replicated
Mno = 3 times, and which is also the number of multiplexed
packets per transmission. Note that the power difference G = 3
dB is on the logarithmic scale. We can see at the kth transmission
that the kth packet, which is the newest, is being transmitted
with a higher power. The two previous packets, (k − 1)th and
(k − 2)th are transmitted with lower power. In the (k + 1)th
transmission, the kth packet is transmitted with lower power,
since the (k + 1)th packet is the newest now. Finally, at the (k +
2)th transmission, the kth packet is transmitted at the lowest
power level, which is its last replica.
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B. Two-Packets Nonorthogonal Replication

First, we consider a two-packet replication, the simplest con-
figuration. It means that, for each duty cycle, we transmit the kth
packet power multiplexed with a replica of the previous packet,
(k − 1)th, with respectively transmit powers Pi and Pj , where
the total transmit power isPt = Pi + Pj . Moreover, considering
γ > 1, the SIR threshold to decode a packet in the presence of
interference, and a given 0 ≤ ξ ≤ 1 interference residue due to
imperfect SIC, the transmit powers must follow:

γξPi < Pj <
Pi

γ
, ∀ ξ <

1
γ2

. (7)

Note that, for the kth message to be successfully decoded by
the gateway, despite the interference of the (k − 1)th message,
Pi has to be at least γ times stronger than Pj . Whereas, Pj

has to be at least γ times stronger than the residual interference
from the imperfect SIC, given by ξPi, to ensure that the (k −
1)th message is decoded by the gateway after removing the kth
message. Note that there is a relation between ξ and γ since
ξγPi <

Pi

γ . This implies that worse SIC interference residue
may require lower SIR thresholds and vice versa. The scenario
for power allocation becomes more strict as γ and ξ grow. Thus,
a first insight we have is that better signal detection and SIC
decoding methods result in more power allocation possibilities.
Note that the same insight applies not only to the case of two-
packet replication but to other cases, too.

1) Connection Probabilities: The connection probability of
packet i follows the same steps as in (3), but using Pi as the
transmit power. In order to receive packet j, we must receive
packet i first. Since their SNR are related through h1 and d1,
we cannot consider them as independent. So, the connection
probability for packet j is

Hj = P[SNRj ≥ q,SNRi ≥ q|d1]. (8)

However, Pi > Pj and both messages suffer from the same
channel gain |h1|2g1. Thus, we always have that SNRi > SNRj .
Finally

Hj = P [SNRj ≥ q| d1] = exp

(
− σ2

wq

Pjg1

)
. (9)

2) Capture Probabilities: Here, we have two different cap-
ture probabilities for each packet, each one with its own SIR.

First, we start with packet i. Thus, we are decoding the
strongest message i in the presence of the weakest message j
and possible external interference. Following Appendix A, with
X = Pi, Y = Pj , and Z = Pt, the capture probability of packet
i is

Qi = exp

[
−α2F1

(
1,

2
η
; 1 +

2
η
;− Pi − γPj

γPtR−ηdη1

)]
. (10)

Now, we are considering the case that the message of interest
is the replica transmitted as packet j. In practice, the gateway
first decodes packet i, remove it from the received signal, and
then tries to decode packet j. Note that we might consider that
packet i is not completely removed from the received signal, with
a residual interference fraction ξ, because of nonoptimal SIC
performance. The probability that packet j is received depends

on Qi due to h1 and d1, and thus the SIR from both packets i
and j must be above the threshold γ as

Qj = P [SIRj > γ, SIRi > γ | d1]. (11)

Moreover, we can assume an approximation for (11), termed as
Q∗

j , considering that SIRj < SIRi for practical values of ξ, G,
and that there is always the presence of some interference. Thus,
we can approximate (11) as

Q∗
j = P [SIRj > γ | d1]. (12)

Following Appendix A, with X = Pj , Y = ξPi, and Z = Pt,
the capture probability of packet j is

Q∗
j = exp

[
−α2F1

(
1,

2
η
; 1 +

2
η
;−Pj − ξγPi

γPtR−ηdη1

)]
. (13)

3) Coverage Probability: The total coverage probability is

C2 ≈ HiQi + (1 −HiQi)HjQ
∗
j (14)

which considers the probability of decoding the information as
the strongest packet (subscript i), and, in case of failure, the
probability of acquiring it as the weakest packet (subscript j).

C. General Equations

Extending the analysis from the previous sections, we can
generalize the nonorthogonal replication equations for any num-
ber of replicas Mno. First, we can derive the connection proba-
bility straightforward from (3) as

Hno = P

[
|h1|2 ≥ σ2

wq

Pnog1

∣∣∣∣ d1

]
= exp

(
− σ2

wq

Pnog1

)
(15)

where, Pno is the transmit power for packet no ∈ {1, 2,
. . . ,Mno} within each nonorthogonal power multiplexed trans-
mission.

To follow the procedure in Appendix A and find the cap-
ture probability, we must define the self-interference with Mno

multiplexed replicas. We can separate it into two parts. The first
with the stronger packets that were already decoded and removed
from the received signal, from 1st to the (no − 1)th packet. These
terms will contribute multiplied by ξ, considering imperfect SIC
at the reception. The second part contains the weaker packets that
are still present in the decoded packet, (no + 1)th to (Mno)th,
and fully contribute to the interference. Thus, we can define the
self-interference generated by other multiplexed messages to the
noth message on a Mno replication scheme as

Zno =

(
ξ

no−1∑
a=1

Pa +

Mno∑
b=no+1

Pb

)
. (16)

Similar to (10) and (13), following Appendix A with X =
Pno, Y = Zno and Z = Pt, we have the general nonorthogonal
capture probability

Q∗
no = exp

[
−α2F1

(
1,

2
η
; 1 +

2
η
;−Pno − γZno

γPtR−ηdη1

)]
. (17)
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Finally, by expanding (14) for Mno nonorthogonal replica-
tions, the coverage probability is

CMno ≈
Mno∑
a=1

[
HaQ

∗
a

(
a−1∏
b=1

1 −HbQ
∗
b

)]
. (18)

Note that (18) depends not only on the number of nonorthogo-
nal power multiplexed replications Mno, but also on the transmit
power levels for each replica. As stated before, a bad configura-
tion might lead to worse performance. The transmit power levels
for each message must follow:

Pno > γZno ∀ no ∈ {1, 2, . . . ,Mno} (19)

where, we recall Zno is the amount of self-interference gen-
erated by all multiplexed messages to the noth message. The
abovementioned can be obtained by expanding the logic in (7),
where now we account for all Mno multiplexed messages. Here,
the power multiplexed message the gateway is decoding must be
γ times stronger than the weaker multiplexed messages plus the
residue from those already decoded. When (19) is not satisfied,
we have multiplexed messages that will never be decoded due to
self-interference. Moreover, it leads to nonnegative numbers on
the last term of the 2F1(·) function in (17), presenting undesired
behaviors, like complex results. Different from (7), we could
not find a closed-form equation to represent the transmit power
levels as a function of Mno, because of the excessive algebraic
complexity. Thus, we numerically derive valid transmit power
levels for a fixed G. We discuss this procedure in Section IV.

D. Implementation Considerations

The proposed scenario is an uplink NOMA, but with super-
posed messages being transmitted by the same device. Thus, it
resembles more downlink NOMA than typical uplink NOMA.
Note that this scenario is much simpler than what it is usually
required for NOMA in IoT, like time and frequency synchro-
nization [22], [25], [29] and power control [30], where the
superposed messages come from different devices.

Moreover, one of the messages was generated at the transmis-
sion time, but the replicas were generated previously. Thus, the
device needs a memory buffer to store this information, which
increases with the size and number of messages. Finally, it might
be interesting for the receiver to know some parameters, such
as the number of superposed messages and the power difference
between them. The exchange of these parameters could be easily
done when devices enter the network.

The combination of signals could follow similarly as in [29],
but with the same modulation configurations for all transmis-
sions. The device generates the signals in baseband, for example,
CSS and DBPSK/GFSK for LORA and Sigfox, respectively,
and adds the signals considering the specific power allocation
among them. Next, the device upconverts the summed signals
to transmit in passband.

Another concern is on decoding the superposed signals, which
means applying SIC at the receiver. The authors in [22] and [25]
presented an enhanced receiver to decode LORA-like signals that
come from different sources. Both works do not require perfect
frequency and time synchronization. The work in [31] proposed

a SIC algorithm for LTE interference in NB-IoT systems, using
M-QAM and QPSK, respectively, and implements it using a test
kit. As far as our knowledge is concerned, we did not find any
work regarding SIC on the ultranarrowband scheme adopted by
Sigfox. However, it uses well-known modulations, and thus, it
should not be an issue.

E. Energy Consumption

Just like system reliability, the energy consumption of an IoT
device is an important performance indicator. In traditional mes-
sage replication schemes, we are tradingoff power consumption
to improve reliability. Thus, it is contradictory to consider these
methods energy efficient. In contrast, the proposed nonorthog-
onal scheme, as discussed in Section III-D, can consume the
same amount of energy as a regular transmission. This means
we can increase the system reliability without increasing energy
utilization.

To address and compare the energy consumption, we use the
model first presented in [32] for LORA networks. The model
considers eleven different states, where each state has its current
consumption and, when combined, represent the total energy
consumption between two transmissions, including the sleeping
period.

Moreover, we use the same protocol for replication schemes
presented in [14], as well as the same duration and current
values. The protocol considers that devices always open a single
receiving window after transmitting a message, disregarding
the number of replicas. This reduces the amount of energy
spent by these schemes, and we judge it as the fairest way
to compare traditional replication methods. Thus, the average
current consumption to transmit one message is

Iavg2=
M

P

(
Nstates−5∑

i=1

TiIi +

Nstates−1∑
i=7

TiIi + Tsleep2Isleep

)
(20)

where, Tsleep2 is the sleep duration

Tsleep2 = P −M

Nstates−5∑
i=1

Ti −
Nstates−1∑

i=7

Ti. (21)

Note thatM varies for other replication methods, butM = 1 for
all configurations of the proposed scheme. Finally, the energy
per packet transmission, which means the energy a device spends
within one transmission period, is

E = PIavg2Vdc. (22)

The power consumption model has been intended solely to
establish a fair comparison according to that performance metric.
For a better understanding on the model details, we recommend
the readers to check [32] and [14].

IV. NUMERICAL RESULTS

In this section, we evaluate the proposed scheme in terms
of reliability and some of its features. Unless stated otherwise,
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TABLE II
PARAMETERS USED IN THE NUMERICAL RESULTS

TABLE III
TRANSMIT POWER LEVELS IN MW FOR DIFFERENT NUMBER OF REPLICAS
MNO AND POWER DIFFERENCE BETWEEN LEVELS G, CONSIDERING A

TOTAL TRANSMIT POWER OF 25.1 MW

we use the parameters5 in Table II, which are the same for
LORA technology [33] to transmit a message with nine bytes
of payload using spreading factor 7 (SF7). Table III indicates a
few examples of power allocation used in the numerical results.
We consider different fixed G for all levels and different number
of replicas Mno. Note that, in the case with three replicas,
even when G = 3 dB we see that the oldest packet will be
transmitted with very low power compared to the others. The
value goes even lower with higherG. Thus, this is an insight that
Mno > 2 produces very interference-sensitive schemes, even
with high-performing SIC and favorable capture ratio. None of
the Mno = 3 configurations are possible for ξ ≥ 0.2 and γ ≥ 1
dB, since they break the constraint in (19). Also, for all figures
in this section, except Fig. 3, we considered d1 = R = 500 m.
Similar to [14], this is done to enable us to consider the network
traffic by increasing the number of users, while we consider
the worst-case scenario device at the network edge. Finally, for
all figures in this section, except Fig. 7, markers are Monte
Carlo simulations, where each point is the averaged result of
105 random deployment scenarios. The solid lines represent an-
alytical results, each one generated with the equations presented
in Section III.

In Fig. 3, we plot the different success probabilities derived
in Section III. We recall that Hi, Hj , Qi, and Q∗

j represent

5The considered value for duty cycle p is equivalent to one packet of 41.22 ms
long each 5 min.

Fig. 3. Analytic and Monte Carlo simulation success probabilities as a
function of the distance from the gateway.

the connection and capture probabilities of packets i and j,
respectively, while C1 and C2 are the coverage probability
of conventional transmission and the proposed scheme with
Mno = 2 replicas, respectively. Note that the numbers next to
the probabilities symbols in the legend refer to the equations
of each probability in this article. We also recall that Qi and
Q∗

j can be obtained by (17), while C1 and C2 by (18) with
the proper parameters. Here, we investigate the accuracy of
these probabilities. We can see that the simulations match the
analytical results very well. In particular, (13) in red, proved
to be a good approximation, as the simulation, in red squares,
matched the analytical results. We can see the expected behavior
of the success probability decaying with the distance, as devices
further from the gateway suffer more from the path loss, and
thus, will have lower connection and capture probabilities. We
can see that Hi and Qi are always greater than Hj and Q∗

j ,
which makes sense, since Pi > Pj . Moreover, we can see that
the proposed scheme, in blue, outperforms the conventional
scheme, in yellow. This gap is larger for devices at the network
border, which highlights the benefit of our proposed scheme in
increasing the worst-case reliability. Finally, the results in blue
can be obtained either by (14) or (18), with Mno = 2.

Fig. 4 compares the proposed nonorthogonal scheme with
the simplest replication method in the literature (RT-I), where a
device transmits the same message m times in terms of success
probability versus the average number of devices. We can see
the RT-I success probability curves present a greater slope as N̄
increases. This is due to the increased amount of traffic from
the RT-I replications, where the traffic is multiplied by m. The
nonreplication scheme suffers less from the increased amount
of devices. The result of the nonorthogonal replication outper-
forming RT-I is case-specific. However, it is clear that with the
increase in the number of devices, nonorthogonal replications
become more appealing.

Fig. 5 depicts traditional and nonorthogonal replication suc-
cess probabilities as a function of the average number of devices.
We compare the regular LORAC1, i.e., with no replications, with
the proposed nonorthogonal scheme withMno = 2 and 3,C2 and
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Fig. 4. Success probability of the nonorthogonal replication (C2) and
the independent replication transmission (RT-I) [11], [13] with different
number of replicas, as a function of the average number of users.

Fig. 5. Analytic traditional (C1) and nonorthogonal replication (C2 and
C3) LoRa success probabilities as a function of the average number of
devices.

C3, respectively. We can see the gain that nonorthogonal power
multiplexed replicas bring to the success probability. Also, we
consider the impact of optimal G against a fixed G for both
C2 and C3. We considered fixed G = 6 dB as a naive guess,
since optimal values tend to be lower for γ = 1, but it is still a
valid parameter value for this scenario. We can see again that
optimizingGmay not bring a large gain in terms of performance
for C3, being almost negligible for C2. However, similar to what
was concluded before for ξ and γ, the choice of G can limit
the parameter selection, and thus it should be carefully chosen
based on the receiver decoding parameters.

Unlike the previous analysis, in Fig. 6 we plot the outage
probability for the traditional and nonorthogonal replication
schemes, but now operating with the optimized hybrid transmis-
sion (HT) scheme. Note that the nonorthogonal proposed scheme
can be combined with other independent replication methods, as
that known as HT and introduced in [14]. We applied exhaustive
search optimization and considered the same conditions for all
devices in the network. This is done by selecting a finite number
of configurations that do not exceed ten replications per message.
Then, we test all replication configurations for each average

Fig. 6. Outage probability of the HT replication in [14] when merged
with the proposed power multiplexing scheme, for a different number
of nonorthogonal replications, as a function of the average number of
users.

Fig. 7. Success probability and energy per packet for C2 and HT
schemes for different average number of devices.

number of users and select the best performing. The results are
shown in Fig. 6. Since the success probability goes close to 1,
we show the outage probability (1 − CMno), which allows for
obtaining better insights. We can see a gap between using only
HT from [14] to when we apply it with the proposed scheme.
Increasing the number of nonorthogonal replications (from one
to three in the figure) considerably improves the outage proba-
bility, indicating the large impact of the proposed method when
applied to other state-of-the-art techniques. For example, the
outage probability for C1 (i.e., without the proposed scheme)
with 750 devices is achieved with 1250 and 1750 devices for C2

and C3, respectively, improving the network capacity.
Fig. 7 depicts the energy consumption of the proposed scheme

versus HT. Here, we consider Mno = 2 for the nonorthogonal
scheme. It is normal that the success probability with optimal
HT presents a higher energy consumption. Notice that HT will
always consume more energy than the proposed scheme, due to
more transmissions. The proposed scheme, on the other hand,
will split the power budget to transmit messages simultaneously,
leading to consumption equivalent to no replication. So, we
optimize HT to match the nonorthogonal success probability,
while using the least energy consumption configuration. From
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800 ≤ N̂ ≤ 1000 we see HT increasing the number of replicas
to match C2 success probability. At around N̂ ≥ 1000, HT
cannot keep with the nonorthogonal method. So, we consider
HT using the optimal success probability configuration, disre-
garding its energy consumption. We can see that HT can get
the same success probability as the proposed scheme with a
smaller number of devices, at a larger energy cost. With a larger
number of devices, the proposed scheme outperforms HT, while
using at least 17% less energy. Note that this energy comprises
the consumption of transmission and sleep states until the next
transmission. Thus, with a smaller period, which means, more
transmissions, this percentage could increase.

V. CONCLUSION

In this article, we proposed a novel power multiplexing repli-
cation scheme for LPWANs and evaluated it in a generic IoT ap-
plication scenario. Unlike previous works, the proposed scheme
does not increase network traffic, being more appropriate for
random access networks as it does not increase the collision
probability. We analyzed the proposed scheme for different con-
figurations, evaluating the impact of imperfect SIC at the receiver
and concluding that the system is robust. We also investigated
the use of the proposed scheme with previous independent
replication methods from the literature. Finally, we show that
traditional replication schemes use more energy per packet to
achieve the same reliability as the proposed method. This energy
consumption increases with network traffic, thus deteriorating
the performance of the other replication methods compared to
the method proposed here. The results are promising, showing
that the proposed method increases the capacity of LPWANs.

APPENDIX A
DERIVATION STEPS OF CAPTURE PROBABILITIES

A. Derivations Concerning Q1 (6) Qi (10), Q∗
j (13), and

Qno (17)

Following similar steps as in [14], we formulate a general
derivation of the capture probabilities. Without loss of generality,
let us consider a general SIR as

SIRx =
X|h1|2d−η

1

Y |h1|2d−η
1 + Z

∑
k∈φ |hk|2d−η

k

(23)

where, X represents the reference packet transmission power,
Y is the self-interference power, i.e., interference from different
packets on the same transmission, and Z is the average power of
the interference from other simultaneous transmissions. Let h be
Rayleigh fading component, η the path loss exponent, while d
the distance from the device to the gateway, which is uniformly
distributed over the circular area of radius R.

For a packet to be successfully decoded in the presence of
interference, its received power must be γ times stronger than
the interference, which means the SIR must be higher than γ.
Thus, the capture probability can be written as

Qx = P [SIRx ≥ γ | d1]. (24)

Substituting (23) on (24) and applying some simplifications, we
have that

Qx = P

(
|h1|2 >

γZdη1
∑

k∈φ |hk|2d−η
k

X − γY

∣∣∣∣∣ d1

)
. (25)

Recalling that |h1|2 and |hk|2 follow an exponential distri-
bution of unitary mean and have no correlation, we have that

Qx = E|hk |2,φ

⎡
⎣∏
k∈φ

exp

(
−γZdη1 |hk|2d−η

k

X − γY

)⎤⎦

= Eφ

⎡
⎣∏
k∈φ

X − γY

X − γY + γZd−η
k dη1

⎤
⎦ (26)

where, φ = Φ \ {1} contains the active nodes in the PPP but the
reference node.

Then, using the probability generating functional of the prod-
uct over PPPs

E

⎡
⎣∏
x∈φ

f(x)

⎤
⎦ = exp

(
−β

∫
R2

1 − f(x) dx

)
(27)

where, β = 2pρ is multiplied by 2 to approximate unslotted
ALOHA, and converting it to polar coordinates, we have that

Qx = exp

(
−4πpρ

∫ R

0

γd−η
k dη1Z

X − γY + γZd−η
k dη1

dkddk

)
. (28)

The previous internal integral can be written as a Gauss hyper-
geometric function [28], giving

Qx = exp

[
−α2F1

(
1,

2
η
; 1 +

2
η
;
Rη(γY −X)

dη1γZ

)]
(29)

recalling that α = 2pN̄ is the PPP density, N̄ = ρV is the
average number of devices and V = πR2 is the network area.
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